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Firewalls detects EF tag 

and sets the new IPSEC 

packet with the EF tag. 

This notifies further devices 

that the IPSEC packet 

contains voice data and 

should be priorized.
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Routers detect tagged 

IPSEC packets and 

prioritize it across the 

Point-to-Point circuit.
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The GRE tunnel provides a 

routed path between offices in 

the event the Point-to-Point 

circuit fails. If the GRE tunnel 

was not in place traffic 

destined for the other location 

would be dropped.
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Routing causes the IPSEC tunnel to 

take the Point-to-Point circuit by default. 

If this circuit fails traffic is automatically 

redirected across the Internet providing 

redundancy for interoffice voice and 

data communications.
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BGP provides Internet 

redundancy utilizing the 

Point-to-Point circuit as 

an interim link. 

HSRP HSRP

HSRP provides hardware 

redundancy in the event one of 

the routers fails.
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